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Description:

Purpose

The purpose of this CIT is to provide Counties the process for setup and
configuration of the Lobby Monitor workstation.

Background

SCR 1474 introduced the Lobby Monitor component to C-IV. This new functionality
provides an audiovisual dashboard that customers can reference when called to
an office reception location by a County worker.

This CIT provides details regarding the set up and configuration for the workstation
that will be running the Lobby Monitor. The instructions contained in this CIT are
intended for PoP Counties and non-managed workstations in Managed Counties.
In offices that will use a managed workstation to run the Lobby Monitor, the
County should open a CA Service Desk Change Order requesting a managed
workstation for this purpose. The C-IV Project will handle the configuration of
managed workstations.

Lobby Monitor Setup

The configurations will be covered in this CIT in the following order:
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A. Obtaining a URL for an office’s Lobby Monitor.

B. Provisioning a workstation.

C. Configuring Google Chrome to automatically open and launch the URL on
Windows 10.

D. Setting up a Windows 10 account to automatically logon during machine
boot up.

E. Setup a daily restart scheduled task on the Lobby Monitor workstation.

F. Set policy to automatically allow media to play in Google Chrome.

G. Additional/optional network prerequisites, IP routing protocol requirements
and/or Proxy settings for outside Internet access for audio.

A. Obfaining a URL for an office's Lobby Monitor

Every C-IV office has a unique Lobby Monitor webpage. The URL for this
webpage is located on the Office Detail page of the C-IV Web app. Follow
the instructions and screenshots below to obtain an office's Lobby Monitor
URL.

1. After Logging into C-IV, from the landing page, hover over Tools and
click on Office.

M roursal [Frasks @) Help [[f]Page Happing [ 100 O
CaseInfo  Eligoility Empl. Child Care  Resource Fiscal Special Reports  Document
Savices Datatank Units Control
Welcome, Gerald Hernandez! IR Office
Worker 1D: Case Number: i
36LS0602PR il
County Announcements C-1V Announcements Workload Assignmant
No Announcements Today. Release 17.01-Release Notes

‘ Performance Analysis

Release Note Report

Tasks
Ovordus 0
Due In Next 30 Days 0

Worker Schedule

Intake Schedule

Reports generated within the last 3 days 0 Newly Assigned 0
Subscriptions expiring within 30 days 0 Newly Assigned e-Applications 0
Pending THSS Referrals 0

SIU Referrals

2. Inthe left column click Office. This will open the office search page.

# o Staff Name: Worker 1D: County:
S Bamarins

Office Name: Unit 1D: Staff 1D: Spoken Language:
00

Feedback Results per Page: (25 Search

Device Flow Mymt.

3. On the Office Search page, you may either enter search parameters to
narrow results or run an empty search with no parameters to get a list of
all offices. Click on Search to execute an office search.

Note: This CIT will be executing a blank search.
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[ roucrat (5 1=ks @) wets [f] rove nappisa FYroq ou

Case Info Eligibdity chid care Resource Fiscal Speaal Reports
unes

Empl.
Services Datatank

) Office Search
Office
Office Office 1D: Office Name:
| unit I_
[ Position office Type: County:

Son Bemardino |

|
| staff Assignmart

| Feecback Resuls per Page: [ _

Recepbion Log

Call Log
 Lobly Management

Device Assgrment

Device Flow Mgt

4, On the Office Search results page, click on the Office ID that
corresponds to the office Lobby Monitor workstation you are configuring.
Clicking on the Office ID will bring you to the Office Detail page for that
office.

Results 1 - 25 of 103

Office Mame

Sl TAD O1L/W ¥/ Chik) Care/Pin

oz SE 1AD 02/W 1V Chikd Cara/PlD

REARAR
Sl215 18

a1 Yucea Valloy TAD/WTW/C /PID
04 Rediands TAD/WTW/ChId Care/WIAFC/PID
3 WV hospitsl TAD
o Barstow TAD/WTW/Child Care/F1D
o S8 TAD O7/WTV/ Chikd Caray®! =

o8 Huspmsia TADWTW/CHil: o [ i ]
" Fontans TAD/WIW/Chik m
10 Needles TADYWTW/Child SIOANSIPID (i ]
2 =)
5
"
13 Edt

16 il

@
19 District San Bamnardi
0 SH PIDYAppealsy Digtrict san pemaraing (D)
21 Bear Valley Comm, Hospitsl TAD Outstation San Bemarding

5. The Lobby Monitor link will be located at the very bottom of an Office’s
detail page under the Customer Dashboard Link heading.
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Call our Interactive Voice Response (IVR) System

Dial Toll Free 877-410-8829

B. Provision a workstation

1. The Lobby Monitor workstation should be imaged with Windows 10, and
contain your County's standard anti-virus/encryption solufions.

2. You may need a local administrator account and password for this
workstation to complete the auto-logon and daily restart steps in
sections D and E. If your workstation is domain joined, you may also
accomplish this using Group Policy.

C. Installing and Configuring Google Chrome

Google Chrome is the supported browser for displaying the Lobby Monitor
due to its ability to operate in full-screen kiosk mode and for the text to
speech capabilities provided by a third-party vendor, Responsive Voice.
Follow the instructions below to setup and configure Google Chrome for use
with the Lobby Monitor.

Note: The enterprise version of Google Chrome browser is available for
download from Google at the following location:

Choose and download “Chrome bundle for Windows 64-bit"

1. Login to the workstation with an account that has local administrator
rights.

2. Download the enterprise version of Google Chrome, and run the
installation accepting all the default values.

3. Copy the Google Chrome shortcut from the Desktop and save it to the

foIIowini Windows directoi:

4. Right click on the Google Chrome shortcut that was just created in the
Startup folder and choose Properties. Under the Shortcut tab, add --kiosk
followed by the Lobby Monitor URL obtained from the Office Detail page
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to the end of the current Targeft text field value. The following is an
example of the full text in the target field for demonstration purposes:

“C:\Program Files(x86)\Google\Chrome\Application\chrome.exe" —kiosk
https://www.c-iv.com:8080/LobbyService /lobby/webcontent/monitor/#/office IXXXX

T Google Chrome Properties X

Securty Detals Previous Versiors:
Ganzral Shortcut Compathilty

"’ Geegle Chrome
Tagettyoe:  Aopication

Target lozation: Appication
Target: IfC:‘\Pmam Fles ﬁ&G]GoogIc\Dwm\Pcnlicail G

Sarin: |"C:\P'ugm Flee [>(86]\Goagle\0'rom\,5¢pllcail

Shodewt key: INone ]

Fun: Nomal window o

Comment: I/‘cccss the Intemet l

Open Fle Location Change lcon Advanced

Concsl | eply

Note: The provided arguments will start Chrome and launch the Office’s
Lobby Monitor in kiosk mode. Kiosk Mode opens Chrome in full screen and
disables most keys on the keyboard from interacting with the window. To exit
the Kiosk Mode Chrome window, press <Alf+F4>.

D. Setting up a Windows 10 account for the Lobby Monitor

The following instructions cover how to create a non-admin account in
Windows 10 and setup automatic logon.

Note: If your county will be using a domain account for this purpose, you
can skip the Account Setup section. The account should sfill be setup for
automatic logon either by following the instructions in the Autologon Setup
section or by using your county’s own preferred method for accomplishing
this, such as Group Policy.

Account Setup

1. On the Windows desktop from an administrator account, right click the
Start menu icon and choose Computer Management.
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Disk Management
Computer Management
Commend Prompt

Commeand Prompt (Admin)

ask Manager
Control Panel
File Bplorer
Search

Run

Shut down or sign out

Desktop

O M

2. Expand Local Users and Groups, then choose Users.

;& Computer Management - ] X
File Action View Help

ez 6= Hm

& Computer Management (Local| Name Full Name Descripaon Actions

v 'S-,-)st:ka:c:;d I B Administrator Euilt-in account for zdministenng.. Users -
() Task Scheduler -
B Event Viewer &4, DefaultAccount A pser account managed by the . Mo Aciore »
# Guest Built-in account for guest access t.

7 Shared Folders

& Local Users and Groups
| Users
| Groups

S)‘ Performance

A Device Manager

v &5 Storage

<

27 Disk Manag=ment

T4 Services and Applications

3. Right click on Users and choose New User...

A4 Computer Management (Local | Name

v B SystemTools Wl Administrator
@ Task Scheduler &Defaultﬁ\ccount

{2] Event Viewer =t
Guest
22| Shared Folders &J Hes

v & Local Users and Groups
| Users
- Grou New User...
@ Perform

% Device h S %
v 5 Sterage Refresh
= DiskM 3
N Export List...

o 2
o4 Servicesanc

Help

4. Create a user named: ‘CFDUser’. The password can be set according to
your county’s password policy with respect to length and complexity.
This password should be set to never expire. Verify all options match the
following screenshot.
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| New User ? X

User name ‘CFDU!H

Full name ICFDUser

Description: ‘Cuﬁomer Facing Dashboard User Accourt

Password sesnssnne

Confirm password ssssssese

[ User cannct change password
[[) Password never expires
[ Account is disabled

Autologon Setup

The ‘Network Places Wizard’ is a built in Microsoft utility that provides a GUI
to make registry changes allowing an account to automatically logon to
Windows. This program will need to be run with elevated privileges.

1. Right click the Start menu icon and choose Run.

Sif Settings

File Explorer
Search

Run

Shut down or sign out

Desktop

2. A new window will open, type in netplwiz.exe and select OK.

3. Select (Highlight) the CFDUser account created in the previous steps.

4. Uncheck the box stating Users must enter a username and password to
use this computer.
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User Accounts X
Users  advanced

Use the list below to grant or deny users access to your computer,
< and to change passwords and other settings.

ID,l}sers must enter a user name and password to use this computer. I

Users for this computer:

User Name Domain Group
% Administrator 99ADFDX001 Administrators
A CFDUser 99ADFDX001 Users
Add... Remove Properties
Password for CFDUser

% To change the password for CFDUser, click Reset Password.

Reset Password..

o[ et | [ o

5. Click OK

6. A new pop up willrequire you to enter the password twice for the
CFDUser account.

/. Click OK

Automatically sign in X

You can set up your computer so that users do not have to type a user

& name and password to sign in, To do this, specify a user that will be
automatically signed in below:

User name: | cFoUser

Password: | sssscscee

Confirm P d N |

Add... Remove Properties
Password for CFDUser

3 To change the password for CFDUser, click Reset Password.

Reset Password..

E. Set up Daily Restart Schedule for Lobby Monitor workstation

The following steps will setup a scheduled task to perform a daily restart of
this workstation. Alternatively, this may be accomplished using Group Policy
if the workstation is joined to the County domain.
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1. Right click the Start Menu icon and choose Computer Management.

Disk Management
Computer Management
Commend Prompt
Command Prompt (Admin)
[EC N ELELEY

Control Panel

File Bplorer

Search

Run

Shut down or sign out

Desktop

im)

File Action View Help

= 2B HE

& Fl""s’puté' ':’"!’96"‘*"' tocatl M Status Triggers Next Run Time ~ Last Run Time Laf || Actions
. ystem Tools
- @ Task Scheduler 3{11135733-1.. Ready When the task is crested o modified 7/21/201022847PM Th| | TaskSchedulerLibrary &
, (_Task Scheduler Lt 5 Creste Bosic Task.
& Event Viewer @] Creste Task..
[ Shared Folders & [mport Task
2 Local Users end Grougs, : -
» @ Performance Display All Running Ta.
% Device Mznager Enable Al Tasks History
« 2 Storage & New Folder
4 New Folder.
24 Disk Management -
f) Services and Applications 4| M | » View 2
Q RAefresl
General | Triggers | Actions | Conditions | Settings | History (disabled) 3} Ackresh
= Hel)
Name: (11135733-13CC-4750-88F7-86D665642419) ﬂ v
Selected It= -
Location:  \ 2
R
Author. "
Desaription: ¥ End
P Disable
) Export...
- X Froperties
K DOclete
Security options
ﬂ Help
When running the task, use the following user account
CIVBASE\Administrator
Run only when user is logged on

Run whether user is logged on or not

Do not store password, The task will enly have access to local resources

« 1 »

3. Under Computer Management (Local), expand System Tools. Then,
expand Task Scheduler and select Task Scheduler Library.
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A Computer Management (Local)
v {f} System Tools
v (O Task Scheduler
@ Task Scheduler Library
{2] Event Viewer
@2 Shared Folders
& Local Users and Groups
(®) Performance
& Device Manager
v &5 Storage
= Disk Management
::, Services and Applications

4. On theright side under Actions, choose Create Basic Task...
Actions
Task Scheduler Library -
:’2 Create Basic Task...

. Create Task...
Import Task...
Display All Running Tas...

&] Disable All Tasks History
New Folder...
View »
G Refresh

ﬂ Help

5. Enter “6 AM Restart” in the Name: field and click Next.

Create Basic Task Wizard - — - - - w
(—
E] Create a Basic Task

Create a Basic Task Use thiz wizard to quickly schedule s comman task. For mare advanced options o settings
| Trgger such as multiple task actions o triggers, use the Create Task command in the Actions pane.
Action Name: 6 AM Resterd
R Description:

[ Met> | concer |

6. Choose the Daily option, then select Next.
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Create Basic Task Wizard — . -

=
g Task Trigger

Create a Basic Task Wihen do you want the task to star?

@ Deily

| Action o

| Finish £ ekl
) Monthly
) One time

) When the computer starts
) Whenllog on

7 When a spesific svent is logged

< Beck

[ e Cancel

7. Verify the Starf date is today’s date, set the Start time 1o 6:00:00 AM, and
change the value for Recur every: [ ] days to 1. Click Next.

-
Create Basi Task Wizard e - —

E] _Daﬂy

Create » Basic Task

so000 Y 2

- Start:  8/30/2017 (D~
Trigger

Action
Finish

Recurevery: 1 days

< Back

~— —

| I Synchronize across time zones

=== =

Next > | Cancel

8. Choose the Start a program option and click Next.

9.

Create BasicTaskWizard

‘ g Action R

Creste a Besic Task
Tagaer What action do you want the task to perform?
| Daily

JAcion |

Finish

@ Start 3 program
2 Send an e-mail

(0 Display = message

< Back

[ Net> ][ conce

In the Program/script: box enter

and in the Add arguments (opfional): field enter -F -R. Click Next.
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Create Basic TaskWizard 0 - - - -
{ 3=

3| StartaProgram
|

Creste & Basic Task

| Trigger Program/script
Daily CAWindaws\System2\shusdown axe Browse..
{ Action d
Add egmens oginal e -
Finish Sttt in [optional) f

< Back Ned> | [ cancet

10. On the Summary screen, check the box for Open the Properties dialog
for this task when | click Finish. Click Finish.

Create Basic Task Wizard — — - — - ﬁ

| o=
2| Summary
{
Create 3 Basic Task
| Trigger Name: 6 AM Restart
{ Daily Bscamtsous \
| Action \
Start & Program .
L \
\
\
\
Trigger: Daily; At 6:00 AM every day
i
Action: Start a program; C:\Windovs\Systern32\shutdown.sxe -F -R
¥ Open the Propesties dislog for this task when 1 click Finish
Vinen you click Finish, the new task will be crested and sdded to your Windows schedule,
<Back | [ Finish Cancal
= 7

11. Under the General tab, look for Security Options and select the Run
whether user is logged on or not option. Click OK.
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(% 6 AM Restart Properties (Local Computer) W

General | Triggers | Actions I Conditions l Settings i History (disabled)

Nome: 5 AM Hestart

Location:

Author: C-IVKiesk\Administrater
Description:

Secunty options

When running the task, use the following user account:
C-IVKiosk\Administrator Change User ar Group...
) Run enly when user is logged on
® Run whether user is lagged on or not

[ Do not store password. The task will only have sccess to local computer resources.

[7] Run with highest privileges

Hidden Configure for: | Windows Vista™, Windows Server™ 2008

0K " [ Cancel

-

12. When prompted, enter the Username and Password for the Local
Administrator account.

General Trggers Actions Conditions Settings History
Name  [6AM Restart

Location:  \

Author.  99ADFOX| Task Scheduler

Description: f:
Enter user account information for running this task.
Security options Bl
When running the task, User name: € 9ADFOX001\Administrator v
9SADFOX001\Administ] Password: inge User or Group...

O Run only when user
® Run whether user is

Carxel
[0) Do not store pas| E

[C] Run with highest privileges

] Hidden Confi for: | Wind:

9

Vista™, Wind Server™ 2008

o] [ eme

13. While viewing the Compufer Management window, select the new task

in the list named é AM Restart, then click Run under Selected Item on the
right.
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Flle Acton  View  Help

& Local Users and Growps
(A Performance
2 Device Manager
4 8 Stonge
@f Disk Minagement

«s 2@ ED
%‘ fm:‘v‘:.:;r“«.‘ Rocol f arme Status  Taggers Next Run Tame  Last Run fame Lad | Actions
- ,;’; PRk Sl B(11135733-1_ Resdy When thetask is created or medified 7/31/2010228:17 M Th| | Task Schedules Library a
(PRSI L6 AMRestan_ Ready  A1600 AUl cvery day 8/31/2017 6. Never & Create Baic Task.
(@] Bvent Viewer T Creste Tak..
3 SharedFolders [ brport Tak

Display All Running Ta..
] Enable AN Tasks History

& MewFolder.

Ty Servces ard Appication: v View »
o = T T — | 3 Refresh
Cenersl | Tnggers | Actions | Conditions | Settings | History (disabled)
Hep
Name: 5 AM Festart G
Selected Rem -
Lecation:
Description: % -End
}  Disable
Exgort...
X Preparties
R Deete
Securiy optieny
2y op H Hep

When runming the task, use the fllomng uses scount
C-IVKosk\Administrator

Run only when user is bgged on

Run whether user is logged cn or not

Da ot stare password. The tack will anl have access ta local resources

Runs the selected tisk.

14. You will receive a message that Windows will shut down in less than a
minute. The workstation will restart.

At this point, the workstation should be configured to 1) automatically login
with the CFDUser account, 2) launch the Lobby Monitor webpage, and 3)
restart at 6 AM each morning.

F. Set up policy to automatically allow media to play in Google Chrome.

The following instructions cover how to import Google’s policy templates for
Chrome into Local Group Policy Editor and enable the AutoplayAllowed
Policy for Google Chrome. Alternatively, this may be accomplished using
Group Policy if the workstation is joined to the County domain.

1. Login to the Lobby Monitor workstation with an account that has
administrator rights.

2. Open your preferred intfernet browser and enter

in
the browsers address bar to download the policy templates. The
downloaded file will be named policy_templates.zip.
3. Navigate to the location where the downloaded file was saved. Right
click policy_templates.zip and select Extract All...
« v H ; > ThisPC > Downloads »
[J Name -
# Quick access
= ) ¢ policy_templates.zip
Open
Open in new window
Extract All...
4. In the Files will be exiracted to this folder box, enter |GGG

Click Extract.
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¢ Extiact Compressed (Zipped) Folders

Select a Destination and Extract Files

Files will be extrected to this folder:

IC:\Policy_Templates Browse...

[ Show extracted files when complete

Extract Cancel

5. Right click the Start menu icon and choose Run.

Settings
File Explorer
Search

Run

Shut down or sign out

Desktop

6. In the Open box enter gpedit.msc and click OK.

4 Run X

5 Type the name of a program, folder, document, or Internet
resource, and Windows will open it for you.

Open: [ gpedit.msq v

Q This task will be created with administrative privileges.

Cancel Browse...

7. Expand Computer Configuration and select Administrative Templates.
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=" Local Group Pelicy Editor 2 ] e
File Action Vien Help

s HF =S HBE T

=/ Local Computer Policy . Administrative Templates
v & Computer Configuration = 2 @ e -
" Software Settings Select an itern to view its description.  Setting State
| Windows Settings Control Panel
I Neswork
v ¥ User Configuraton  Printers
» [ Software Settings Server
" Windows Settings _ Start Menu and Taskbar
~ Administrative Templates = System
Windows Components
L. All Settings
4 >

\ Ectended A Standard /

8. Right click Administrative Templates and select Add/Remove
Templates...

=] Local Computer Policy * Administrative Templates
v & Computer Configuration

| Software Settings

| Windows Settings

| Administrative Templates

Select an item to view its description

v % User Configuration l Add/Remove Templates...

| Software Settings Filter On

| Windows Settings Filter Onti

| Administrative Templates ferOntions..
Re-Apply Filter
All Tasks >
View >
Export List...
Help

9. In the Add/Remove Templates window, click Add...

All Settinas Setting
Add/Remove Templates X

Des
The
Ten

bas{ | Name Size Modified

Curent Policy Templates:

Remove Close

10. Navigate to Select

chrome.adm and click Open.
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» ThisPC » Windows (C) » Policy Templates » wndows » sdm » exUS v esech € »

v @ Onediive - claces.orn
B Oesitop | dwomeadm

Docsments
¢ Faverttes
Microsoft Teams Chat Files
= Pictures
v W ThisPC
3 30 Cbjects
1 Ocsitop
Docsments
4 Downloads
» Musc
* Pictures
B Vicex v

1item e

11. When the template has been properly loaded, the previous
Add/Remove Templates window will now show chrome. Once you have
verified that chrome has been added click Close.

=/ Local Computer Policy ~ Administrative Templates
v & Computer Configuration = :
» || Software Settings All Settinas Setting
) 4 Windows Settings Des Add/Remove Templa
| Administrative Templates The :
v & UserConfiguration Ten Cuneat ooy letpiates
» [ Software Settings bas| | Name Size  Modified
> [ Windows Settings 2) chrome 822KB 9/17/2019 928
| Administrative Templates
\
Add... Remove Close

12. Expand Administrative Templates > Classic Administrative Templates
(ADM) > Google. Select Google Chrome.
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autoplay.

Allow media autoplay

Edit policy setting

Requirements:
Microsoft Windows 7 or later

Description:

Allows you to control if videos can
play automatically (without user
consent) with audio content in
Google Chrome.

If the policy is set to True, Google
Chrome is allowed to autoplay
media.

If the policy is set to False, Google
Chrome is not allowed to autoplay
media. The AutoplayWhitelist
policy can be used to override this
for certain URL patterns.

By default, Google Chrome is not
allowed to autoplay media. The
AutoplayWhitelist policy can be

R TS BT S SeE

v & Computer Configuration

» || Software Settings
| Windows Settings
v [ ] Administrative Templates
> [ ] Control Panel
» [ Network
| Printers
1 Server
| Start Menu and Taskbar
> [] System
» [l Windows Components
v [ Classic Administrative Templates (ADM)
v || Google

lv | Google Chrome I
Ontent settings

|| Default search provider
| Deprecated policies

7] Extensions

| Google Cast

7] HTTP authentication

| Legacy Browser Support
] Native Messaging

13. Folders and unconfigured policies should be viewable on the right once
Google Chrome is selected. Scroll down and double click Allow media

Setting State
iz, URLs that will be granted access to audio capture devices wi... Not configured
/i, Enable AutoFill for addresses Not configured
:= Enable AutoFill for credit cards Not configured
Allow media autoplay Not configured
i Allow media autoplay on a whitehst of URL patterns Not configured
|z, Continue running background apps when Google Chromei... Not configured
iz Block third party cookies Not configured
iz, Enable Bookmark Bar Not configured
\iz Enable add person in user manager Not configured
\iz] Enable guest mode in browser Not configured
iz, Enforce browser guest mode Not configured
|i=, Allow queries to a Google time service Not configured
iz Browser sign in settings Not configured
iz, Use built-in DNS client Not configured
\iz, Disable Certificate Transparency enforcement for a list of su... Not configured
\iz) Disable Certificate Transparency enforcement for a list of Le...  Not configured
iz Disable Certificate Transparency enforcement for a list of UR  Not configured
V' iz Enable Chrome Cleanup on Windows Not configured
e e e e R e e R s g (R S R

14. Select Enabled and click OK.
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8 Allow media autoplay o X

All & au y
[ Allow rmedia autoplay Previous Setting Next Setting

QO Not Configured Comment

(® Enabled

O Disabled

Supported on: [ pgicrozoft Windows 7 or later

Options: Help:

Allovrs you to control if videos cen play automatically (without
user consent) with audic content in Google Chrome.

If the policy is set to True, Google Chrome is allowed to eutopley
media.

If the palicy is set to False, Goagle Chrame is nat allowed to
autoplay media. The AutoplayWhitelist policy can be used to
overnde this for certain URL patterns,

By default, Google Chrome is not allowed to autoplay media
The AutoplayWhitelist policy can be used to ovemde this for
certain URL pattems.

Note thet f Goegle Chreme is running and this pelicy changes, it
will be applied only to new opened tabs. Therefore some tabs
might still observe the previous behavior.

Reference: hitps://wwyr.chromium.org/administrators/policy-
list-3=AutoplayAllowed

s

Now Google Chrome will automatically play video and audio media by
default.

G. Additional settings and configuration.

Qutside internet access is required for the audio component of the Lobby
Monitor solution. The County will be responsible for providing outside internet
access through the usage of a proxy server, if necessary. Proxy settings will
need to be applied locally to the workstation or pushed through Group
Policy.

The Text-To-Speech engine currently used is provided by Responsive Voice.

The following domains will need to be permitted through the outside internet
proxy:

Once the proxy has been configured and settings have been applied to the
workstation, test connectivity to and

in the Chrome browser. Verify that both pages
load successfully and without errors.

Installing the Workstation

Install the workstation in a location that your office deems appropriate. The
workstation must have a network connection and be hooked up to the monitor(s)
in the lobby via the video outputs on the workstation. Connect the workstation's
audio to your office’s PA or other audio system via the workstation’s audio out jack
or via another method provided by the County.
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Additional Information

To find information and guidance on managing a county office’s Lobby Monitor
within the C-IV application, refer to the Job Aid titled Lobby Management — Lobby
Monitors.

For additional information and instructions for using the Lobby Monitor functionality,
refer to the Job Aid fitled Lobby Management — Reception Log and Message
Center.

Primary Project
Contact:

Contact this person for questions about the contents of this CIT.
Terence Callaham

(216) 851-3344

Lobby.Support@CalSAWS.org

Backup Project

Contact this person for questions about the contents of this CIT.

Contact: Kyle Jackson
(916) 851-3344
Lobby.Support@CalSAWS.org
Attachments: | None
Web Portal -
Link:
OR

You may also retrieve the CIT document and attachments by following these steps:
Click on the CRFlIs & ClITs link at the top of the page.

Click on the "CalSAWS Information Transmittal (CIT)" folder.

Click on the "2020" folder.

Click on the appropriate CIT # folder.

el N
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