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25.10.31 31-Oct SCR CA-273736 Infra ForgeRock N/A

Information used to track state for authentication journeys is 

currently stored in a server-side directory known as DSCTS.  A 

new entry is created in this directory and is updated each time 

the user progresses through the authentication journey, and the 

authID stored on the browser merely references the entry in 

DSCTS.  This requires cleanup of DSCTS each time a user 

completes or abandons an authentication journey.  The 

cleanup process as it is configured requires interaction between 

Access Management ("AM") and DSCTS.

We will update AM to store state information still in the AuthID element, 

but instead of storing state in DSCTS, the authID element will store the 

state of the authentication journey.  This update will increase the size 

of the authID cookie stored on the user's browser during the 

authentication process as the actual state is stored, encrypted, in this 

cookie.

Testing will be required to ensure that the size of the HTTP headers 

being exchanged does not exceed the 16,384 byte limit of HTTP.

No County Action Needed

25.10.31 31-Oct SCR CA-295416
Infra Contact 

Center
N/A Butte had outdated CSC hours Butte now has updated CSC hours No County Action Needed


